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Pendahuluan
1.Tingginya tingkat populasi di Kabupaten Sidoarjo berakibat
tingginya produksi sampah
2.Manajemen sampah yang efektif agar sampah-sampah rumah
tangga ini tidak menumpuk
3.Tempat Pengelolaan Sampah Terpadu (TPST) dengan kegiatan
antara lain pengangkutan dari sumber ke TPST, pemilahan,
pengomposan sampah, dan penjualan sampah non-organik
4.Adanya volume data yang besar yang perlu dikelola oleh pihak
yang bertanggung jawab atas pengelolaan sampah
5.Penggunaan teknologi informasi kini tersebar luas di berbagai
sektor, sehingga dapat digunakan untuk mengatasi volume data
yang besar tersebut
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Pertanyaan Penelitian (Rumusan Masalah)

Bagaimana analisis dan rancangan sistem informasi TPST Kawasan

berbasis website?
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Metode Agile Scrum

•
• Metode penelitian menggunakan Rapid Application Development (RAD) bertujuan untuk mengembangkan sistem secara

cepat dengan kolaborasi intensif antara pengembang dan pengguna. Dalam konteks penelitian ini, metode RAD 
digunakan untuk membangun sistem informasi berbasis website untuk Tempat Pengelolaan Sampah Terpadu (TPST). 
Metode ini cocok digunakan untuk proyek seperti pengelolaan sampah berbasis website karena memungkinkan
pengembangan sistem yang disesuaikan secara spesifik dengan kebutuhan TPST.
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Hasil

•
• Tahap perancangan kebutuhan adalah langkah pertama dalam mengembangkan sistem menggunakan pendekatan Rapid 

Application Development (RAD). Pada tahap ini, area perhatian terutama berfokus pada kegiatan yang bertujuan untuk
menentukan, mencatat, dan memvalidasi kebutuhan sistem demi kelancaran pengembangan yang diinginkan. 
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Pembahasan

Desain aplikasi pada tahap ini mencakup pengembangan elemen-

elemen visual dan antarmuka pengguna (user interface) yang

dirancang untuk mendukung kemudahan penggunaan dan efisiensi

dalam operasional sistem. Peneliti memanfaatkan pendekatan visual

dan diagram untuk menjelaskan hubungan antar elemen sistem serta

interaksi antara aktor dan sistem secara menyeluruh.
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Pembahasan

•
• Administrator, yang bertanggung jawab mengelola akses pengguna dan memantau laporan. Petugas, yang bertugas

menginput data sampah masuk, keluar, dan daur ulang. Diagram ini memberikan representasi visual yang jelas
mengenai fungsi-fungsi utama sistem dan peran setiap aktor, sehingga memfasilitasi komunikasi antara
pengembang dan pengguna.
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Kesimpulan

• Penelitian ini bertujuan untuk menganalisis dan merancang sistem informasi
Tempat Pengolahan Sampah Terpadu (TPST) berbasis website di Desa
Siwalanpanji, Kabupaten Sidoarjo. Sistem yang dirancang berfokus pada 
pengelolaan data sampah secara efektif, dengan tujuan untuk memantau dan 
menganalisis hasil pengolahan sampah, termasuk pemantauan sampah yang 
didaur ulang dan yang dibuang ke Tempat Pemrosesan Sampah (TPS). Sistem
informasi ini bertujuan untuk meningkatkan efisiensi, transparansi, dan 
pelaporan dalam pengelolaan sampah yang lebih berkelanjutan.
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