Page | 1

Implementation of a Network Monitoring System for Infrastructure
Management Optimization at the XYZ Office

[Implementasi Sistem Monitoring Jaringan untuk Optimalisasi
Manajemen Infrastruktur di Kantor Dinas XYZ]

Bagus Kurniadi®, Arif Senja Fitrani?, Mochamad Alfan Rosid®, Sukma Aji¥

D Program Studi Informatika, Universitas Muhammadiyah Sidoarjo, Indonesia

2 Program Studi Informatika, Universitas Muhammadiyah Sidoarjo, Indonesia

%) Program Studi Informatika, Universitas Muhammadiyah Sidoarjo, Indonesia
4 Program Studi Informatika, Universitas Muhammadiyah Sidoarjo, Indonesia

*Email Penulis Korespondensi: asfiim@umsida.ac.id

Abstract. The increasing complexity of computer networks within government institutions requires an effective monitoring
solution to ensure stability, security, and operational continuity. This study implements a Zabbix-based network
monitoring system at the XYZ Office, Sidoarjo Regency, using the Network Development Life Cycle (NDLC) approach.
The system is designed to enhance network management efficiency through centralized monitoring and automated
alert notifications via Telegram. To enable testing without affecting the production environment, GNS3 was used to
simulate the network topology and evaluate the system’s performance in real-world scenarios. The NDLC
methodology was applied through six stages: analysis, design, simulation & prototyping, implementation, monitoring,
and management. Testing using the Black Box Testing method confirmed that all system functions operated
successfully, including Zabbix’s capability to detect device failures in real time and send automatic notifications
during network disruptions. The results indicate that the system is feasible for deployment and can effectively improve
reliability and efficiency in network administration for government institutions..
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Abstrak. Meningkatnya kompleksitas jaringan komputer pada instansi pemerintahan menuntut adanya solusi monitoring
yang efektif untuk menjaga stabilitas, keamanan, serta kontinuitas operasional. Penelitian ini mengimplementasikan
sistem monitoring jaringan berbasis Zabbix pada Kantor Dinas XYZ Kabupaten Sidoarjo dengan menggunakan
pendekatan Network Development Life Cycle (NDLC). Sistem ini dirancang untuk meningkatkan efisiensi pengelolaan
jaringan melalui pemantauan terpusat dan notifikasi peringatan otomatis menggunakan Telegram. Untuk memastikan
pengujian dapat dilakukan tanpa mengganggu jaringan produksi, GNS3 digunakan sebagai media simulasi topologi
jaringan serta evaluasi performa sistem dalam kondisi yang menyerupai lingkungan nyata. Metodologi NDLC
diterapkan melalui enam tahapan, yaitu analysis, design, simulation & prototyping, implementation, monitoring, dan
management. Hasil pengujian dengan metode Black Box Testing menunjukkan seluruh fungsi sistem berjalan dengan
baik, termasuk kemampuan Zabbix dalam mendeteksi gangguan perangkat secara real-time dan mengirimkan
notifikasi otomatis saat terjadi gangguan jaringan. Berdasarkan hasil tersebut, sistem ini dinyatakan layak diterapkan
dan mampu meningkatkan keandalan serta efisiensi administrasi jaringan pada lingkungan instansi pemerintahan.

Kata Kunci - Zabbix, Network Monitoring System, NDLC, GNS3, Telegram.

|. PENDAHULUAN

Seiring dengan perkembangan teknologi informasi yang semakin pesat, kebutuhan akan jaringan komputer yang
handal dan stabil menjadi hal yang sangat penting, terutama bagi instansi pemerintahan yang dituntut memberikan
layanan publik secara cepat dan efisien [1]. Jaringan komputer kini tidak hanya berfungsi sebagai sarana pertukaran
data, tetapi juga menjadi fondasi utama dalam mendukung berbagai aktivitas administratif, pelayanan masyarakat, dan
komunikasi [2].

Di Kabupaten Sidoarjo, salah satu instansi yang memegang peranan penting dalam hal ini adalah Kantor Dinas
XYZ. Dalam menjalankan fungsinya, instansi ini sangat bergantung pada ketersediaan jaringan yang stabil dan
berkinerja optimal. Namun, kompleksitas infrastruktur jaringan yang terus berkembang, ditambah integrasi jaringan
melalui NOC (Network Operations Center) yang dikoordinasi oleh DISKOMINFO, membuat jumlah perangkat yang
harus dikelola semakin banyak. Router, switch, server, hingga access point menambah tantangan dalam proses
monitoring. Tanpa sistem pemantauan yang memadai, administrator jaringan kesulitan mendeteksi gangguan secara
real-time, sehingga troubleshooting menjadi lambat dan berpotensi menghambat produktivitas kerja [3].
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Salah satu pendekatan yang dapat digunakan untuk mengatasi permasalahan ini adalah penerapan Network
Monitoring System (NMS). Dengan adanya NMS, administrator dapat memantau perangkat jaringan secara terpusat,
mendeteksi anomali, dan menerima notifikasi otomatis ketika terjadi gangguan [4]. Dari sekian banyak tools yang
tersedia, Zabbix menonjol sebagai solusi open-source yang fleksibel, scalable, serta dilengkapi fitur-fitur canggih
seperti visualisasi data, sistem alert, dan integrasi dengan platform notifikasi seperti Telegram [5].

Penelitian ini bertujuan untuk mengimplementasikan sistem monitoring jaringan berbasis Zabbix di Kantor Dinas
XYZ. Melalui sistem ini, diharapkan manajemen infrastruktur jaringan dapat lebih optimal melalui pemantauan
terpusat, deteksi dini gangguan, serta efisiensi dalam proses troubleshooting. Dengan demikian, stabilitas jaringan
dapat terjaga dan produktivitas kerja instansi tidak terganggu oleh permasalahan teknis yang sebenarnya dapat
diantisipasi sejak dini.

Beberapa penelitian terdahulu telah membahas implementasi Zabbix. Penelitian oleh Saputra (2022) menunjukkan
bahwa integrasi Zabbix dengan Telegram dapat mempercepat respon administrator dalam menangani gangguan
jaringan dengan notifikasi real-time [6]. Penelitian lain oleh Sanum (2025) menggunakan pendekatan Network
Development Life Cycle (NDLC) dalam penerapan Zabbix, yang terbukti meningkatkan efisiensi pemantauan pada
jaringan kampus [7]. Sementara itu, Setiarso & Hadi (2025) menekankan pada penerapan load balancing berbasis
Zabbix untuk menjaga kestabilan layanan internet di lingkungan pendidikan [8].

Berdasarkan hasil analisis terhadap penelitian-penelitian terdahulu, sebagian besar implementasi Zabbix masih
difokuskan pada lingkungan pendidikan dan perusahaan, serta dilakukan secara langsung pada jaringan produksi.
Penelitian ini mengembangkan pendekatan berbeda dengan memanfaatkan GNS3 sebagai media simulasi jaringan
serta mengintegrasikan Zabbix dengan Telegram sebagai sistem notifikasi otomatis. Pendekatan ini diharapkan
mampu meningkatkan fleksibilitas, efisiensi, dan keamanan proses implementasi sistem monitoring tanpa
ketergantungan pada akses jaringan nyata. Selain itu, pendekatan berbasis simulasi virtual ini juga lebih aman, efisien,
dan dapat diulang untuk berbagai skenario pengujian tanpa mengganggu sistem produksi instansi manapun. Dengan
demikian, hasil yang diperoleh tetap relevan dan aplikatif ketika diterapkan pada lingkungan jaringan sebenarnya.

Dengan adanya penelitian ini, diharapkan dapat memberikan kontribusi baru dalam pemanfaatan Zabbix sebagai
sistem monitoring jaringan di instansi pemerintahan. Evaluasi akan dilakukan melalui parameter seperti penurunan
downtime, peningkatan kecepatan respon, dan kemudahan penggunaan dari perspektif administrator jaringan.
Hasilnya diharapkan tidak hanya memperkaya literatur akademik, tetapi juga menjadi referensi praktis bagi instansi
lain dalam mengelola jaringan komputer yang andal dan efisien.

Il. METODE

Metode Pengembangan Sistem

Dalam penelitian ini, pengembangan sistem monitoring jaringan menggunakan Zabbix dilakukan dengan
menggunakan metode NDLC. Pemilihan metode ini didasarkan pada kesesuaian NDLC dalam pengembangan sistem
berbasis jaringan, karena mampu memfasilitasi tahapan mulai dari analisis kebutuhan hingga tahap manajemen sistem
secara menyeluruh dan berkelanjutan [11]. NDLC merupakan metode yang umum digunakan dalam pengembangan
sistem jaringan, karena memiliki pendekatan yang sistematis dan siklus berkelanjutan yang meliputi enam tahap
utama: Analysis, Design, Simulation & Prototyping, Implementation, Monitoring, dan Management, sebagaimana

ditunjukkan pada Gambar 1.

Gambar 1. Metode NDCL Saputra et al., 2022
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Dalam penelitian ini, metode NDCL diterapkan untuk membangun sistem monitoring yang memenuhi kebutuhan
riil di Kabupaten Sidoarjo secara cepat dan efisien. Pengembangan dilakukan secara bertahap melalui beberapa
tahapan utama berikut:

3.2.1 Analysis

Pada Gambar 3.2, tahap Analysis merupakan tahap awal dalam pengembangan sistem. Pada tahap ini dilakukan
analisis kebutuhan sistem monitoring jaringan melalui observasi, wawancara, dan studi dokumentasi terhadap kondisi
jaringan yang ada. Diperoleh informasi mengenai perangkat yang perlu dimonitor, parameter pemantauan (CPU usage,
bandwidth, uptime, dll), serta kebutuhan pengguna terkait notifikasi dan pelaporan.

3.2.2 Design

Sebagaimana ditunjukkan pada Gambar 3.2, tahap Design merupakan lanjutan dari proses analisis. Setelah
kebutuhan sistem diketahui, dilakukan desain arsitektur jaringan dan rancangan sistem monitoring menggunakan
Zabbix. Desain meliputi perencanaan topologi pemantauan, mekanisme pengumpulan data dari host, serta penyusunan
tampilan dashboard dan sistem notifikasi.

3.2.3 Simulation & Prototyping

Implementasi sistem monitoring jaringan pada Kantor Dinas XYZ tidak dilakukan secara langsung karena
keterbatasan akses terhadap infrastruktur jaringan produksi. Sebagai solusinya, digunakan jaringan virtual berbasis
GNS3 yang mampu mensimulasikan perangkat dan topologi jaringan secara realistis. Pendekatan ini memungkinkan
proses instalasi, konfigurasi, dan pengujian sistem monitoring berbasis Zabbix dilakukan secara aman dan efisien
tanpa mengganggu layanan operasional, dan memberikan gambaran realistis sebelum implementasi pada jaringan riil.

3.2.4 Implementation

Sebagaimana tergambar dalam Gambar 3.2, tahap Implementation merupakan tahap di mana sistem hasil prototipe
diimplementasikan dalam lingkungan nyata. Sistem Zabbix dipasang pada server lokal dan mulai digunakan untuk
memantau perangkat dan infrastruktur jaringan di di Kantor Dinas XYZ.

3.2.5 Monitoring

Pada Gambar 3.2, tahap Monitoring menjadi inti dari penggunaan sistem Zabbix. Sistem secara aktif memantau
parameter jaringan secara real-time dan memberikan notifikasi otomatis saat terjadi gangguan. Tahap ini juga
mendukung visualisasi performa perangkat secara grafis dan terstruktur.

3.2.6 Management

Tahap terakhir dalam siklus NDLC sebagaimana ditampilkan pada Gambar 3.2 adalah Management. Tahap ini
mencakup evaluasi sistem, perbaikan konfigurasi jika diperlukan, serta pengelolaan sistem monitoring secara
keseluruhan. Aktivitas manajemen ini penting agar sistem tetap relevan dan responsif terhadap perubahan
infrastruktur.

Flowchart Zabbix Server

Flowchart pada Gambar 2 merepresentasikan proses kerja sistem monitoring jaringan yang diimplementasikan
menggunakan Zabbix dalam rangka mendukung optimalisasi manajemen infrastruktur jaringan di di Kantor Dinas
XYZ. Proses diawali dengan login ke sistem oleh admin, yang kemudian akan diverifikasi untuk memastikan akses
yang sah. Setelah berhasil login, admin akan diarahkan ke dashboard Zabbix yang menjadi pusat kendali dan
pemantauan. Dari dashboard ini, admin dapat memantau tiga aspek utama infrastruktur jaringan, yaitu status layanan
(service), status koneksi jaringan melalui ping, dan status sumber daya server. Ketiga aspek tersebut berfungsi untuk
mendeteksi potensi gangguan atau kegagalan sistem secara real-time. Jika dari hasil monitoring ditemukan adanya
masalah, maka admin akan melakukan tindakan korektif melalui kontrol terhadap server yang bersangkutan. Apabila
tindakan tersebut berhasil menyelesaikan masalah, proses monitoring dilanjutkan secara normal. Namun jika tidak
berhasil, maka langkah eskalasi akan dilakukan dengan meneruskan masalah tersebut ke tim IT untuk penanganan
lebih lanjut. Alur ini mencerminkan prinsip dasar dalam pengelolaan sistem jaringan berbasis proactive monitoring,
di mana Zabbix berperan penting dalam meningkatkan efisiensi operasional serta mencegah terjadinya downtime yang
berkelanjutan [12].
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Gambar 2. Flowchart Zabbix Server

Flowchart Notifikasi Telegram

Flowchart pada Gambar 3 menggambarkan alur kerja sistem monitoring jaringan yang dikembangkan
menggunakan Zabbix dan diintegrasikan dengan Telegram sebagai media pengiriman notifikasi otomatis. Proses
diawali dengan konfigurasi perangkat jaringan dan pengaturan protokol SNMP agar Zabbix dapat melakukan
pemantauan terhadap setiap perangkat secara berkala [13]. Selanjutnya, sistem melakukan proses monitoring untuk
mendeteksi status konektivitas antarperangkat. Apabila perangkat terdeteksi tidak terhubung, sistem secara otomatis
mengirimkan notifikasi down time melalui Telegram, sedangkan jika perangkat kembali aktif, sistem mengirimkan
notifikasi up time sebagai indikasi pemulihan konektivitas. Mekanisme ini dirancang untuk mendukung proses
pemantauan jaringan secara real-time, sehingga administrator dapat memperoleh informasi kondisi perangkat secara
cepat dan akurat tanpa harus melakukan pengecekan manual. Dengan demikian, integrasi antara Zabbix dan Telegram
ini berperan dalam meningkatkan efektivitas sistem monitoring serta mempercepat respons terhadap potensi gangguan
jaringan.
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Gambar 3. Flowchart Notifikasi Telegram

Use Case Diagram

Use case diagram pada Gambar 4 menggambarkan peran dan aktivitas yang dilakukan oleh aktor Admin dalam
sistem monitoring jaringan menggunakan Zabbix di lingkungan di Kantor Dinas XYZ. Aktor Admin berinteraksi
langsung dengan sistem dan memiliki lima use case utama. Pertama, Admin Login, yaitu proses autentikasi awal untuk
mendapatkan akses ke sistem. Setelah berhasil login, admin dapat mengakses View Dashboard, yang berfungsi
sebagai tampilan utama untuk memantau seluruh status dan indikator sistem. Selanjutnya, admin memiliki
kemampuan untuk melihat status layanan sistem melalui View Services Status, yang mencakup informasi seperti
status aplikasi atau service yang berjalan. Selain itu, admin juga dapat memeriksa kondisi konektivitas jaringan dengan
fitur View Ping Status, yang menunjukkan ketersediaan perangkat jaringan. Monitoring juga dilakukan terhadap
sumber daya sistem server seperti CPU, memori, dan storage melalui View Resource Server. Jika ditemukan
permasalahan dari hasil pemantauan, admin dapat menjalankan tindakan korektif dengan fitur Control Server, seperti
melakukan restart service atau konfigurasi ulang. Diagram ini menunjukkan bahwa admin merupakan satu-satunya
aktor dalam sistem ini, dengan peran sentral dalam memastikan performa dan stabilitas infrastruktur jaringan melalui
serangkaian fungsi monitoring yang tersedia di platform Zabbix [2].
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Gambar 4 Use Case Diagram

Topology Server Monitoring

Topologi jaringan yang digunakan dalam penerapan sistem monitoring Zabbix di di Kantor Dinas XYZ
ditampilkan pada Gambar 5. Topologi ini menunjukkan struktur jaringan secara hierarkis yang menghubungkan
berbagai perangkat jaringan, baik untuk keperluan operasional maupun monitoring. Gambar 5 Topologi Jaringan di
Kantor Dinas XY Z. Penjelasan masing-masing komponen dalam topologi jaringan tersebut adalah sebagai berikut:

Internet

e
AP-Ru{ng RD

- il 5 1 }
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DD 1 D
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Gambar 5 Topology jaringan & server monitoring

3.5.1 Internet Service Provider (ISP)

Internet Service Provider (ISP) merupakan penyedia layanan internet utama yang berperan sebagai pintu masuk
koneksi dari luar menuju jaringan internal Kantor Dinas XYZ. ISP menghubungkan kantor dengan jaringan global,
sehingga memungkinkan komunikasi dan monitoring eksternal melalui internet.

3.5.2 Router Utama (R-1)

Router R-1 bertindak sebagai gerbang utama yang menghubungkan jaringan lokal kantor dengan jaringan internet.
Router ini tidak hanya mengelola lalu lintas data masuk dan keluar, tetapi juga menjadi pengatur rute (routing) antar
perangkat. Selain itu, router ini terhubung langsung dengan server monitoring (SVR-ZBX) untuk memastikan sistem
Zabbix dapat menerima dan mengolah informasi jaringan secara real-time.

3.5.3 Server Monitoring (SVR-ZBX)

Server monitoring Zabbix (SVR-ZBX) merupakan komponen penting dalam topologi ini. Server ini digunakan
untuk menjalankan sistem Zabbix, yang bertugas memantau kondisi seluruh perangkat jaringan, termasuk router,
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switch, access point, dan perangkat client. SVR-ZBX dapat melacak performa jaringan seperti penggunaan CPU,
memori, penyimpanan, hingga status perangkat secara keseluruhan.

3.5.4 Switch Distribusi (SW-1)

Switch distribusi (SW-1) berfungsi sebagai penghubung antara router dan seluruh access point yang tersebar di
berbagai ruangan. Perangkat ini mendistribusikan koneksi dari router ke setiap segmen jaringan internal, termasuk ke
access point di ruang Tata Usaha, Keuangan, Kepegawaian, Pimpinan, dan Rapat/Data. Selain itu, SW-1 juga
menyambungkan jalur komunikasi dari client ke server monitoring untuk keperluan pemantauan.

3.5.5 Access Point (AP) di Tiap Ruang

Terdapat beberapa AP yang tersebar di setiap ruangan:

. AP-Ruang TU

. AP-Ruang KU

. AP-Ruang KM

. AP-Ruang RD

. AP-Ruang PR

Masing-masing AP:

Menghubungkan perangkat client (komputer & laptop) secara nirkabel (WiFi), Dapat dimonitor oleh Zabbix
melalui alamat IP atau SNMP, Menyediakan SSID tertentu di setiap ruangan

3.5.6 Client (Pengguna Akhir)

Setiap ruangan memiliki perangkat client berupa komputer/laptop yang digunakan oleh pegawai:

. CL TU — Pegawai Tata Usaha

. CL KU — Pegawai Keuangan

. CL KM — Pegawai Kepegawaian

. CL RD — Pengguna ruang rapat/data

. CL PR — Komputer pimpinan

Seluruh perangkat client: Terhubung ke jaringan melalui AP masing-masing dan Dapat dipantau statusnya melalui
Zabbix (ping, agent, SNMP, dIl.)

Topologi ini menunjukkan bahwa jaringan kantor xyz dirancang secara terpusat dengan router R-1 sebagai pintu
gerbang utama ke internet dan switch distribusi SW-1 sebagai pusat penghubung ke berbagai segmen jaringan internal.
Server Zabbix (SVR-ZBX) terhubung langsung ke router untuk menjamin pemantauan lalu lintas jaringan secara real-
time dan menyeluruh terhadap seluruh perangkat jaringan. Masing-masing ruangan, seperti Tata Usaha, Keuangan,
Kepegawaian, Rapat/Data, dan Pimpinan, dilengkapi dengan Access Point (AP) yang menyediakan koneksi nirkabel
untuk perangkat client (CL), memungkinkan fleksibilitas akses serta keterhubungan yang stabil. Dengan konfigurasi
ini, tidak hanya koneksi antar perangkat menjadi lebih efisien, tetapi juga proses monitoring, troubleshooting, dan
pengelolaan infrastruktur T1 dapat dilakukan secara terpusat, cepat, dan akurat, sehingga mendukung kelancaran
operasional kantor XYZ secara keseluruhan [14].

111. HASIL DAN PEMBAHASAN

Bab ini menyajikan hasil implementasi dan pembahasan sistem monitoring jaringan yang dikembangkan
menggunakan Zabbix dan disimulasikan melalui GNS3. Implementasi dilakukan untuk menguji kemampuan sistem
dalam memantau kondisi jaringan, mendeteksi gangguan, serta mengirimkan notifikasi otomatis melalui Telegram.
Proses implementasi mencakup perancangan topologi jaringan virtual, konfigurasi Zabbix Server pada sistem operasi
Ubuntu, serta pengaturan Zabbix Agent dan SNMP pada setiap perangkat virtual. Tahapan ini bertujuan untuk
memastikan sistem mampu melakukan pemantauan secara real-time tanpa mengganggu jaringan produksi. Selain
menampilkan hasil pemantauan melalui dashboard utama Zabbix, sistem juga dilengkapi dengan integrasi notifikasi
Telegram agar administrator dapat menerima peringatan secara cepat dan efisien ketika terjadi gangguan jaringan.
Dengan demikian, sistem ini diharapkan dapat meningkatkan efektivitas serta responsivitas dalam pengelolaan
infrastruktur jaringan.

Copyright © Universitas Muhammadiyah Sidoarjo. This preprint is protected by copyright held by Universitas Muhammadiyah Sidoarjo and is distributed
under the Creative Commons Attribution License (CC BY). Users may share, distribute, or reproduce the work as long as the original author(s) and copyright
holder are credited, and the preprint server is cited per academic standards.

Authors retain the right to publish their work in academic journals where copyright remains with them. Any use, distribution, or reproduction that does not
comply with these terms is not permitted..



8 | Page

e GGNSSKRIPIS - GNS3
File Edit View Control Node

am OF>> HC Fmi]

Annotate Tools Help

- ,
-

6@

Topology Summary =)
Node
@ ap
@ ar2
@ ar3
) AP4
? APS
@ Mikrotik-1
® NATI
@ pct
® rc2
@ rc3
® rca
@ pcs

‘ »

Utunts 20.004 VB UnoMimeges.COM-1

=i

10

Uy

[
[
[

-

W masswate [

110216212223 24

th2 192168 30.1/ 2
o3 12168 2.1/ M

’
’
»
’
»
’
»
»
»
»
192.168.10 109 %
»

Pes
=
s

Servers Summary ®
» ) DESKTOP-S/TMQIC CPU 11.5%, .

@ GNS3 VM (GNS3 VM) CPU 7.3%,...

o
B imissmios
»

UAetOIHh @

-
vnct
i 192.16830.107
&
= L E s
[ e
el
B1@010 192168 10.102
ki dialacts -
3 »
X:658.0Y:-70.0Z: 2.0
Gambar 6 Jaringan GNS3

Gambar 6 menunjukkan rancangan topologi jaringan yang dibangun menggunakan aplikasi GNS3 sebagai media
simulasi dalam penelitian ini. GNS3 digunakan untuk merepresentasikan kondisi jaringan nyata tanpa memerlukan
infrastruktur fisik secara langsung. Pada topologi tersebut terdapat beberapa komponen utama, antara lain router
Mikrotik sebagai pengatur lalu lintas data antarjaringan, switch sebagai penghubung antarperangkat, serta sejumlah
access point (AP1-AP5) dan client (PC1-PC10) yang berfungsi sebagai simpul jaringan. Seluruh perangkat tersebut
saling terhubung dan dikonfigurasi dengan alamat IP yang berbeda sesuai dengan segmen jaringan yang telah
dirancang. Selain itu, terdapat server Ubuntu yang berperan sebagai host instalasi Zabbix Server untuk melakukan
proses monitoring terhadap seluruh perangkat jaringan yang tersimulasikan. Melalui lingkungan virtual ini, proses
pengujian dapat dilakukan secara menyeluruh mulai dari konfigurasi SNMP, pengumpulan data perangkat, hingga
pengiriman notifikasi ke Telegram tanpa mengganggu sistem produksi. Dengan demikian, topologi jaringan pada
GNS3 ini menjadi representasi utama dalam menguji efektivitas implementasi sistem monitoring berbasis Zabbix.
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Gambar 7 Halaman Dasboard Zabbix

Pada Gambar 7 di bawah ini, merupakan antarmuka Zabbix Dashboard yang digunakan sebagai pusat pemantauan
aktivitas jaringan pada sistem monitoring yang telah dibangun. Dashboard ini menampilkan informasi secara real time
mengenai status ketersediaan host, performa sistem, serta notifikasi gangguan yang terdeteksi. Pada bagian Host
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Availability, ditampilkan jumlah perangkat yang terhubung dengan status Available, Not Available, maupun Unknown.
Sementara itu, bagian Problems menampilkan daftar peringatan dan kesalahan (error) yang muncul, seperti perangkat
yang tidak dapat dijangkau (unreachable host) atau gangguan konektivitas. Tampilan System Information memberikan
ringkasan kondisi server Zabbix, termasuk jumlah host yang dipantau, jumlah item, serta tingkat performa sistem
dalam memproses data. Selain itu, fitur geomap di sisi kanan bawah menampilkan lokasi perangkat berdasarkan
konfigurasi alamat IP yang disimulasikan, sehingga memudahkan pengguna dalam memantau posisi topologi secara
visual. Dengan adanya antarmuka ini, pengguna dapat memantau seluruh perangkat jaringan yang tersimulasikan pada
GNS3 secara efisien, mendeteksi gangguan secara dini, serta melakukan analisis performa jaringan tanpa perlu
mengakses perangkat secara langsung.

Zabbix Monitoring Q

3 members

Operational data: Value: 600ms
Original problem ID: 279 1316

XProbIem: ICMP: High ICMP ping response time
Problem started at 02:16:38 on 2025.09.29
~ Problem name: ICMP: High ICMP ping response time
~ Host: PC7
- Severity: Warning
Operational data: Value: 601ms
riginal problem ID: 280 1316

XPmblem: ICMP: High ICMP ping response time
Problem started at 02:16:41 on 2025.09.29
Problem name: ICMP: High ICMP ping response time
- Host:PC10

verity: Warning

~ Operational data: Value: 334ms

Original problem ID: 283 1316

XProbIem: ICMP: High ICMP ping response time
Problem started at 02:16:41 on 2025.09.29
Problem name: ICMP: High ICMP ping response time
Host: PC8

Severity: Warning

Operational data: Value: 329ms
Original problem ID: 281 1316

XProblem: ICMP: High ICMP ping response time
Problem started at 02:16:41 on 2025.09.29
Problem name: ICMP: High ICMP ping response time
Host: PC9

Severity: Warning

Operational data: Value: 335ms
Original problem ID: 282 1317

Resolved in 59s: ICMP: High ICMP ping response time
Problem has been resolved in 59s at 02:17:35 on 2025.09.29
Problem name: ICMP: High ICMP ping response time

Host: PC4

AT ) B A
Gambar 8 Notifikasi Telegram

Selanjutnya, Gambar 8 menampilkan hasil implementasi fitur notifikasi otomatis Zabbix melalui Telegram. Fitur
ini berfungsi untuk memberikan peringatan secara real-time kepada administrator ketika terjadi gangguan pada sistem
jaringan. Pada contoh tersebut, Zabbix mengirimkan pesan ke grup Telegram yang telah terhubung melalui bot, berisi
informasi detail mengenai jenis masalah, tingkat keparahan (severity), waktu kejadian, serta status penyelesaiannya.
Dengan adanya sistem notifikasi ini, administrator dapat segera mengambil tindakan korektif tanpa harus selalu
memantau dashboard secara langsung, sehingga meningkatkan efisiensi dan responsivitas dalam pengelolaan jaringan.

Metode Pengujian Sistem

Pengujian sistem bertujuan untuk memastikan bahwa sistem monitoring jaringan di Kantor Dinas XYZ yang
dikembangkan menggunakan Zabbix dan disimulasikan melalui GNS3 dapat berjalan sesuai dengan kebutuhan
pengguna serta mampu mendeteksi kondisi jaringan secara real-time. Pengujian dilakukan untuk menilai
fungsionalitas, stabilitas, dan keandalan sistem dalam memberikan informasi serta notifikasi gangguan jaringan secara
tepat waktu.

Black Box Testing

Metode Black Box Testing digunakan untuk menguji fungsi-fungsi utama sistem tanpa memperhatikan struktur
internal kode. Pengujian difokuskan pada aspek fungsional, seperti kemampuan sistem dalam melakukan monitoring
host, menampilkan status jaringan, mengirimkan notifikasi otomatis melalui Telegram, serta menampilkan hasil
pemantauan melalui dashboard Zabbix. Pengujian dilakukan oleh dua orang administrator jaringan yang berperan
sebagai pengguna sistem. Masing-masing melakukan pengujian terhadap beberapa skenario untuk memastikan seluruh
fitur dapat berjalan dengan baik sesuai rancangan [15]. Tabel berikut menunjukkan hasil pengujian Black Box Testing
terhadap sistem monitoring jaringan:
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Tabel 1. Black Box Testing

No Pernyataan Hasil Status
Pengujian

1  Apakah sistem dapat dijalankan tanpa error pada GNS3 dan Berhasil Pass
Zabbix Server?

2 Apakah Zabbix dapat menampilkan status perangkat Berhasil Pass
jaringan dengan benar?

3 Apakah sistem dapat mendeteksi gangguan dan Berhasil Pass
menampilkan peringatan pada dashboard?

4 Apakah notifikasi Telegram dikirim secara otomatis saat Berhasil Pass
terjadi gangguan jaringan?

5  Apakah sistem dapat memulihkan status normal setelah Berhasil Pass
gangguan terselesaikan?

6 Apakah seluruh menu dan fitur dashboard Zabbix dapat Berhasil Pass
diakses dengan baik?

7 Apakah saat perangkat virtual di GNS3 dimatikan, Zabbix Berhasil Pass

dapat mendeteksinya sebagai gangguan dan menampilkan
status “Down’?

8 Apakah sistem mampu menampilkan log aktivitas Berhasil Pass
monitoring dan riwayat notifikasi secara lengkap?

Hasil pengujian menunjukkan bahwa seluruh skenario berjalan sesuai dengan yang diharapkan, dengan status
“Pass” pada setiap pengujian. Hal ini menandakan bahwa sistem monitoring jaringan berbasis Zabbix dan GNS3 telah
berfungsi dengan baik secara teknis dan layak digunakan sebagai media pemantauan kondisi jaringan di lingkungan
Kantor Dinas XYZ.

VII. SIMPULAN

Implementasi sistem monitoring jaringan berbasis Zabbix dengan pendekatan metode NDLC telah berhasil
dilakukan melalui enam tahapan, yaitu analysis, design, simulation, implementation, testing, dan monitoring. Pada
tahap analisis, dilakukan identifikasi kebutuhan jaringan dan sistem pemantauan yang efisien. Tahap perancangan
menghasilkan topologi jaringan virtual menggunakan GNS3 yang merepresentasikan kondisi jaringan nyata.
Selanjutnya, tahap simulasi dan implementasi dilakukan dengan mengonfigurasi perangkat jaringan serta
mengintegrasikan Zabbix sebagai sistem monitoring utama. Hasil pengujian menunjukkan bahwa sistem mampu
mendeteksi perubahan status perangkat secara real-time serta mengirimkan notifikasi otomatis melalui Telegram
ketika terjadi gangguan jaringan. Tahap monitoring membuktikan bahwa sistem dapat berjalan stabil dan efektif dalam
memantau performa jaringan secara terus-menerus. Dengan demikian, penerapan metode NDLC terbukti membantu
proses pengembangan berjalan lebih terstruktur, dan sistem monitoring yang dihasilkan dinyatakan layak digunakan
sebagai solusi pengawasan jaringan yang efisien.
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